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Abstract - The articulation ''Money Laundering'' is a dreadful 
improvement to disguise the dark money that changes over as 
the white money. This wrongdoing speaks to an outrageous 
risk to the cash related associations and besides to the nation. 
There are three Stages in Money Laundering Placement, 
Layering, and Integration. The headway of skilled component 
to identify dubious exchange is a basic issue due to monetary 
exchange made in worldwide market. The framework we are 
creating focuses on how financial organizations can acquire 
better outcomes in hostile to tax evasion activities. The 
assessment and acknowledgment procedure for unlawful tax 
evasion accounts in Online Social Network OSNs showed that 
the proposed methodology achieved high recognizable proof 
rates and incredibly low bogus positive rates. To defeat this 
criticality we propose an effective way to deal with see 
whether the exchanges are lawful or illicit by utilizing 
proposed framework. 

Key Words: Money Laundering, Risk Identification, 
Transaction, Prevention. 

1. INTRODUCTION  

Money laundering is often associated with criminal activities. 
Anti-money laundering is only regarded as an crucial task in 
many countries. Money laundering has a significant effect not 
only locally but also globally on the economy. Thus, corruption 
in financial markets can lead to a loss of public confidence in 
the financial system, increased risk and instability, but also to 
slow down the development process of the economy in general. 
The pattern of this community information and law 
enforcement probe will help to understand the detailed 
operations of the transnational criminal organization (TCO). 
This understanding can then be used by our prescriptive 
analytics to determine how to best disrupt the TCO with 
limited resources while specifically accounting for the 
cascading disruptions across the smuggling, money, and 
laundering networks resulting from interdictions. In proposed 
system we identify the risk in the transaction, money 
laundering identification as well as prevent from fraud 
transaction and money laundering in Online Social Network 
(OSN). 

2. PROBLEM DEFINATION 

It is common that money launderers divide the pillage into 
multiple parts and make sequences of financial transfers or 

commercial transactions, into E-wallet thus manually tracking 
activities of money laundering is incredibly challenging. 

3. OBJECTIVE 

• Identification of risk in the transaction 
• Identification of money laundering  
• Prevent from fraud transaction and money 

laundering 
 
4. LITERATURE SURVEY 

Junjie Zhang et.al [1] proposed that virtual cash in online 
interpersonal organizations (OSN) accept a relentlessly huge 
activity in supporting distinctive financial activities for 
instance, money exchange, electronic shopping, and paid 
games. Customers generally purchase virtual cash using 
veritable money. This reality pushes aggressors to instrument 
a huge number of records to assemble virtual money 
misleadingly or illegally with no or astoundingly minimal 
effort and subsequently launder the accumulated virtual 
money for gigantic advantage. Such attacks not simply present 
basic budgetary loss of terrible loss customers, yet also hurt 
the common sense of the earth. It is thusly of central hugeness 
to distinguish poisonous OSN accounts that partake in 
washing virtual cash. To this end, we generally study the acts 
of both toxic and affable records considering action data 
assembled from Tencent QQ, one of the greatest OSNs on earth. 
By then, we devise multi-faceted features that depict accounts 
from three perspectives including account sensibility, trade 
progressions, and spatial association among accounts. 

Kyungho Lee et.al [2] states that various infringement using 
Bitcoin are featured. Among various bad behaviors using 
Bitcoin, this paper proposes a system to recognize illicit 
assessment shirking focusing on mixing organization that 
gives Money Laundering. This is a bit of the counter enemy of 
illegal tax avoidance system, which can choose if the blender 
organization is used in explicit trades by using trade test data 
using blender. Illicit assessment evasion using Bitcoin is 
regularly used to keep up a vital good ways from sponsor 
following in the underground world and inspecting it is 
fundamental in situational knowledge of money following. 

Stefan Mocanu et.al [3] presenting under EU Directive 
2015/849 of the European Parliament and of the Council on 
the neutralizing activity of the use of the money related system 
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with the ultimate objective of tax avoidance or dread based 
oppressor financing, it is essential to perceive the two 
individuals and trades of a particular degree of risk. The route 
toward perceiving the risk of the two customers and trades 
considered dubious lies at the base of structures made 
arrangements for balancing tax avoidance and dread based 
oppressor financing. Such systems are called AML (Anti-Money 
Laundering) structures. A noteworthy development in finding 
out a client's risk is to check his/her world in plans of dubious 
or possibly dubious individuals, moreover called endorsement 
records. Model hunt procedures incorporate immense dealing 
with capacities. Considering the dedication of each and every 
cash related association to execute these systems, there is a 
need to complete a speedy and secure request stream. 
Subsequently, the thought was pulled in to the looking 
techniques for man-made awareness. Such techniques join 
pushed AI for overhauling the whole glancing through system: 
the structure can recognize certain models and perceive new 
ones subject to explicit credits of the request question and by 
recognizing resemblances between words. 

T.sen et.al [4] recommended that consolidates drawing in, 
farsighted, and prescriptive examination that aides 
recognizing and upsetting a transnational criminal affiliation 
(TCO) functioning as related reserve pilfering, money, and 
illicit duty shirking frameworks. This sort of TCO will privateer 
goods over the U.S. periphery, produce earnings from illegal 
arrangements inside the U.S., and a short time later use the tax 
avoidance framework to send the money out of the U.S. Law 
execution may have inadequate information about the 
principal relational association of the TCO yet this may be 
missing noteworthy, intentionally covered relationship 
between the offenders. The proposed structure predicts the 
missing associations in the casual association data and a short 
time later computations are applied to the expanded data to 
perceive the organizations of the TCO. Each individual 
gathering serves a substitute activity in the TCO and 
subsequently are fundamental in showing the exercises of the 
affiliation. At the point when the organizations are identified, 
we prescribe exercises that allot advantages for upset the TCO 
assignments in a perfect world to the extent law approval 
measures. 

Tai-Jung Kan and Chih-Hua Tai [5] states that Illegal tax 
avoidance is consistently associated with violations. Against 
illicit assessment shirking is as such saw as a huge task in 
various countries. Regardless, as normally charge lawbreakers 
disengage the dirty money into various parts and make 
groupings of banking moves or business trades, truly 
recognizing activities of unlawful expense shirking is trying. 
To encourage the task, this stir develops a two-phase keen 
technique subject to AI and data examination frameworks for 
perceiving dubious tax avoidance accounts from the trade 
data. The primary stage underlines on perceiving each dubious 
tax avoidance account while the resulting phase further 
recoups especially dubitable ones with the objective of both 
the study and precision for the distinctive verification of tax 
avoidance records can be somewhat managed. Surveyed on 
the data given by Bank Sino-Pac, the set up clever method 

achieves an audit movement of 26.3%, which is on various 
occasions the survey rate (8.6%) of the Money Laundering 
Control Act in Taiwan, in the essential stage, and later the 
precision rate can be extended up to 87.04% in the ensuing 
stage. 

Reza Soltani et.al [6] introducing Since the time Bitcoin got its 
ubiquity, digital forms of money turns into the best option of 
financial specialists, tech aficionados, and crooks. These days it 
turned into a conspicuous apparatus for tax evasion, hawala 
and criminal installment framework. Tax evasion is the way 
toward changing over unlawful dark cash to legitimate white 
cash. This should be possible by different ways like moving 
cash starting with one record then onto the next through 
various middle of the road accounts. Identifying this 
perplexing action is troublesome and testing, in view of the 
high volume of exchanges and bitcoins information structure. 
There are numerous techniques proposed in various papers to 
identify tax evasion in the customary financial framework. In 
this examination, we proposed a structure to change over the 
bitcoin's transnational information into a comparative 
information casing of bank's client information base, which is 
utilized by some current best in class keen frameworks to 
identify the irregular group of exchanges and client conduct. 

5. EXISTING SYSTEM APPROACH  

Money laundering is a methodology toward the illegitimate 
types of benefits appearance veritable this is comparatively 
the cycle by which wrongdoer's push to cover the genuine 
inception and responsibility for continues of their crime. The 
Existing framework technique includes three phases, Which 
Includes Pre-preparing of Data in Framework, ML Dynamic 
Risk Model, and Money Laundering Identification. The 
structure makes a framework depiction of each and every 
organizing trade. At that point applies a bunching strategy to 
discover dubious ML people group inside the organization. It 
at that point utilizes network-based calculations to sift 
through superfluous records and tasks. At long last, the 
extricated networks are modified, arranged and returned as 
the yield of the system.  

6. MATHEMATICAL MODULE 

System Description: Mathematical Model: Let us consider S as 
a system for automatically recommends vehicle to customer. 
S={F,I,O,e} 

INPUT: 
Identify the inputs F= f1, f2, f3 ....., fn— F as set of functions to 
execute commands. I= i1, i2, i3 Sets of inputs to the function set 
O= o1, o2, o3 Set of outputs from the function sets, 
e = End of the program. S1= I, F, OI = Query submitted by the 
User, i.e. query O = Output of desired query, i.e. Transaction 
classification according to category F = Functions 
implemented to get the output, i.e. Classification 
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Fig -1: Mapping Diagram 

Where, 
T=Transaction Amount 

R=Classification query. 

T1=Transaction 1  

T2= Transaction 2 

 T3= Transaction 3 

 R1=Proper category classification Query 

R2=Wrong category classification Query 

4. Set Theory S={s, e, X, Y,} 

Where, 
s = Start of the program. 

1. Log in with webpage. 

2. View classification of transaction category according to 
transaction amount. 

X = {T1,T2..Tn} 

X = Input of the program. 

Where, T1,T2..Tn = Transaction amount  

Y = Output of the program. 
 
e = End of the program. 

Retrieve all transaction details with different categories. 
User can search transaction according to category. 
Failures and Success conditions. Success: 
Proper classification of transaction data information from 
available. 

User gets result very fast according to their needs. 
Failures:  

1. Huge database can lead to more time consumption to get 
the information. 

2. Hardware failure. 

3. Software failure. 

7. ALGORITHM 

NAIVE BAYES 

Using this algorithm we can classified the transaction 
according to category after classification we predict final 
money laundering category. 

Input:-transaction amount Output:- class accord to category. 
Naive Bayes is a basic system for developing classifiers: models 
that appoint class names to issue occasions, spoke to as vectors 
of highlight esteems, where the class marks are drawn from 
some limited set. There is certifiably not a solitary calculation 
for preparing such classifiers, yet a group of calculations 
dependent on a typical guideline: all innocent Bayes classifiers 
expect that the estimation of a specific element is autonomous 
of the estimation of some other component, given the class 
variable.  

This algorithm, summarized as follows. 

P(Wk/class)=(nK+1)/(n+ Vocabulary) 

Where, n = total no. of words with specified class  
nk = no. of times word occurred with the specified class 
Vocabulary = size Algorithm Steps: 

1. Calculate nk i.e., no. of times the word occurred with class. 

2. Calculate n i.e., total no. of words for given class. 

3. Calculate p(wk/vj) = nk/n 
i.e. the probability of word for the given class. 

4. Calculate the probability of each class 

5. Calculate the vocabulary i.e., the total no. of unique words 

6. Repeat the process. 

8. PROPOSED SYSTEM APPROACH 

Money laundering is a shot by criminals to legalize illegal 
income, which mainly consult to the camouflage of the source 
and nature of illegal income through various means. In today's 
economic globalization and financial integration, concealment 
activities are extremely harmful to the country's economy, 
finance and even political order and social stability. 
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Fig -2: System Architecture of Proposed System 

In this system online social network sort of a e-commerce 
websites or application consist of users personal information 
and money transaction data. According to various users’ data 
system first analysis the data of transaction, pre-processing 
that data, selection of useful data with the various parameter 
and classification of that data according to the category. 
According to the all process we can identify the risk of money 
transactions, Money laundering identification and also 
prevent the fraud transaction as well as money laundering. 

9. CONCLUSION 

Monetary Institutions are forced by focal and neighborhood 
banks to own a compelling enemy of tax evasion framework. 
The mechanized framework for tax evasion is as yet a major 
test. Numerous information mining arrangement are utilized 
to recognize illegal tax avoidance by breaking down the 
exchange. The commitment of the framework is in the 
computerization cycle and finding the dubious exchange. The 
upgrade to be made is the affixing of records which prompts a 
framework which distinguishes the connection between these 
unlawful records. This proposed framework can recognize the 
danger of cash exchanges, Money laundering distinguishing 
proof and forestall the extortion exchange just as tax evasion 
in Online Social Network (OSN). 
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