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Abstract – With an increasing connectivity enabled by the 
(IoT) Internet of Things, security becomes a critical concern, 
and user should invest to secure there IoT application. Due to 
the massive devices in the IoT network, users cannot be aware 
of the security policies taken by all its connected neighbors. To 
identify the information forensics is used to promote activities 
within the board technical area of information forensics and 
security. The objective behind in this pattern is to identify the 
face recognition and fractal recognition. This face recognition 
is being increasingly used for both personal and security 
applications. It enables us to represent the building individual 
image sets followed by measuring the similarity metric and 
compare the models. We represent the input images as the set 
of values for authentication, which is available in a linear or 
affine feature space and characterize each individual image 
set by a convex geometric region spanned by its feature points. 
Set dissimilarity is measured by geometric distances DCA 
(distances of closest approach) between convex models. 
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1. INTRODUCTION  

The term Cloud refers to a Network or net. In alternative 
words, we will say that Cloud is some things that are gift at 
remote location. Cloud will give services over network. 
Service Models are the reference models on that the Cloud 
Computing relies. These may be classified into three basic 
service models as Infrastructure as a Service (IaaS), Platform 
as a Service (PaaS), Software as a Service (SaaS). There are a 
unit several alternative service models all of which may take 
the shape like SaaS Anything as a Service. This can be 
Network as a Service, Business as a Service, Identity as a 
Service, information as a Service or Strategy as a Service. The 
Infrastructure as a Service (IaaS) is the simplest level of 
service. Every of the service models create use of the 
underlying service model. The planned approach similarity 
live of “coordinate matching” combined with “inner product 
similarity” quantitatively evaluates and matches all relevant 
information with search keyword to make best results. Then 
that user can able to upload the same document with 
changes in that document that document modified words are 
updated in the individual page. 

 
 

2. SYSTEM FEASIBILITY STUDY 
 
The feasibility of the project is analyzed in this phase and 
business proposal is put forth with a very general plan for 
the project and some cost estimates. During system analysis 
the feasibility study of the proposed system is to be carried 
out. This is to ensure that the proposed system is not a 
burden to the company. For feasibility analysis, some 
understanding of the major requirements for the system is 
essential. 
 
Three key considerations involved in the feasibility analysis 
are 

 ECONOMICAL FEASIBILITY 
 TECHNICAL FEASIBILITY 
 SOCIAL FEASIBILITY 

 

2.1 Economical Feasibility 
 
This study is carried out to check the economic impact that 
the system will have on the organization. The amount of fund 
that the company can pour into the research and 
development of the system is limited. The expenditures must 
be justified. Thus the developed system as well within the 
budget and this was achieved because most of the 
technologies used are freely available. Only the customized 
products had to be purchased.  
 

2.2 Technical Feasibility 
 
This study is carried out to check the technical feasibility, 
that is, the technical requirements of the system. Any system 
developed must not have a high demand on the available 
technical resources. This will lead to high demands on the 
available technical resources. This will lead to high demands 
being placed on the client. The developed system must have 
a modest requirement, as only minimal or null changes are 
required for implementing this system.  

 
2.3 Social Feasibility 
 
The aspect of study is to check the level of acceptance of the 
system by the user. This includes the process of training the 
user to use the system efficiently. The user must not feel 
threatened by the system, instead must accept it as a 
necessity. The level of acceptance by the users solely 
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depends on the methods that are employed to educate the 
user about the system and to make him familiar with it. His 
level of confidence must be raised so that he is also able to 
make some constructive criticism, which is welcomed, as he 
is the final user of the system. 

 
3. SYSTEM DESIGN 
 
System Design involves identification of classes their 
relationship as well as their collaboration. In objector, 
classes are divided into entity classes and control classes. 
The Computer Aided Software Engineering (CASE) tools that 
are available commercially do not provide any assistance in 
this transition. CASE tools take advantage of Meta modeling 
that is helpful only after the construction of the class 
diagram. In the FUSION method some object-oriented 
approach likes Object Modeling Technique (OMT), Classes, 
and Responsibilities. Collaborators (CRC), etc., are used. 
Objector used the term “agents” to represent some of the 
hardware and software system. In Fusion method, there is 
no requirement phase, where a user will supply the initial 
requirement document. Any software project is worked out 
by both the analyst and the designer. The analyst creates the 
user case diagram. The designer creates the class diagram. 
But the designer can do this only after the analyst creates the 
use case diagram. Once the design is over, it is essential to 
decide which software is suitable for the application. 

 
3.1 UML of Modeling:  

UML is a standard language for specifying, visualizing, and 
documenting of software systems and created by Object 
Management Group (OMG) in 1997.There are three 
important type of UML modeling are Structural model, 
Behavioral model, and Architecture model. To model a 
system the most important aspect is to capture the dynamic 
behavior which has some internal or external factors for 
making the interaction. These internal or external agents are 
known as actors. It consists of actors, use cases and their 
relationships. In this fig we represent the Use Case diagram 
for our project. 
 

3.1.1 User Case: 
 
A use case is a set of scenarios that describing an interaction 
between a user and a system. A use case diagram displays 
the relationship among actors and use cases. The two main 
components a user or another system that will interact with 
the system modeled. A use case is an external view of the 
system that represents some action the user might perform 
in order to complete a task.  

 
Fig-1: Case Diagram 

 
3.1.2 Data Process: 
 
A Data flow diagram describes a way of representing a flow 
of a data of a process or a system (usually an information 
system). The Data flow diagram also provides information 
about the outputs and inputs of each entity and the process 
itself. A data-flow diagram has no control flow, there are no 
decision rules and no loops. This diagram shows the entire 
working process to find the user. 
 

 
Fig-2: Data Flow Diagram 
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3.1.3 Architecture Diagram:  
 
An architecture diagram is a graphical representation of a 
set of concepts, that are part of an architecture, including 
their principles, elements and components. 
 

 
Fig-3: Architecture Diagram 

3.1.4 Process Comparison: 
 
A process diagram is commonly used to indicate the general 
flow of processes and equipment. The process diagram 
displays the relationship between the taken photo and the 
comparison photo by means of the threshold value of the 
taken picture. 

 

Fig-4: Process Diagram 

4. WORKING 
  
4.1 Facial description 
 
A facial recognition system is a computer application for 
automatically identifying or verifying a person from a digital 
image or a video frame from a video source. A contour point 
is a way of representing a three-dimensional surface on a 
flat, two-dimensional surface. The active contour method can 
be used to determine face features in a picture. This module 
is designed to check the input face using contour point facial 
recognition that is to be used as an authentication for the 
system. 
  

 
Fig-5: Facial Registration 

 

4.2 Remote Invoke Module 
 
An automated invoke module will take care of identifying the 
laptop in the remote system. Camera in the remote system 
needs to be activated by pressing a button in the actual 
machine. 
 

4.3 Camera Activation Module 
 
An automated application activates the hardware of the 
machine by Activating hardware in turn, the web cam of the 
Machine 2 will be on. So once the webcam activated, the 
image will be captured. 
  

4.4 Facial Recognition: 
  
The face that has been recognized using the contour point 
facial recognition is stored a comparative analysis is done 
with the face repository stored. 
  

4.5 Person Validation Checks 
 
An automated contour point enables to cross check the 
database and verify the user. Once the user is verified and if 
the user is available in the database.  
 
4.6 Remote Data– Facial Information 
 
Information extracted in the previous module will be 
remotely updated to the user. This is the final module to 
identify the laptop holding person information. 

 
5. CONCLUSION 
 
As we discussed the Main goal evaluating the of storing data 
in cloud more secure. This section include various test 
conducted on data stored in cloud, these test are conducted 
on the basic of various parameters. Due to loss and Damage 
of Data Transmission this concept can be used. In order to 
overcome that, We Proposed a Technique to Transferring the 
Image or Video form Source to Destination Without any Loss 
of Data and Leakage of Data.  
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